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Abstract

Nowadays, the cross-layer design approach, is the most
relevant concept in mobile ad-hoc networks which is
adopted to solve several open issues. It aims to over-
come MANET performance problems by allowing pro-
tocols belonging to different layers to cooperate and
share network status informations while still maintain-
ing separated layers. The central key of related research
studies is what information can be shared and how it
used in cross-layer architecture to provide QoS enhance-
ment and enable an efficient resource utilization. In this
work, we detail the most coupling features of introduc-
ing cross-layer models in mobile ad hoc networks. Then,
we discuss the risks and the challenges facing this new
architecture.

Keywords: mobile ad hoc networks, cross-layer de-
sign, quality of service.

1 Introduction

Ad hoc networks have many characteristics that meet a
lot of node heterogeneity. A fundamental issue in such
multihop wireless environments is that network perfor-
mance can degrade rapidly as the number of hops in-
creases. Major problems to transmit data over available
radio channels exist in every layer of the protocol stuck.
In one hand, adaptive rate selection, adaptive antenna
pattern, adjust power control are issues of the physical
layer. In the other hand, the link reliability, the ad-
mission control, and the access control to the shared
channel are some issues of both routing and MAC lay-
ers. Moreover, there are several real-time application
requirements that have to be respected in order to pro-
vide QoS support and achieve service differentiation.
In the past, a lot of research have been conducted
to address these issues separately. One new research
direction to optimize data transfer in ad hoc networks
is the cross-layer design without respecting the original
layered design approach in which each layer operates
independently. The layered approach is simple, flexi-
ble, and scalable as the case in the Internet, but it led
to poor performance in ad hoc network even with the

optimization applied to the evolved protocols because
they are no taking into account network and applica-
tion constraints. For example, each layer have to react
in route failures and collisions in its own way and there
are no coupling of different layer informations to meet
some parameters in order to address a good coordina-
tion of the efforts satisfying as well as possible the ap-
plication requirements. Another example showing the
importance of cross-layer design is when a MAC layer
tries several times to transmit a packet to a destination
which is out of its transmission range. In this case, if the
network layer informs the MAC layer that the destina-
tion is unreachable, the useless frames retransmissions
could be avoided.

As conclusion, the co-operation between layers to en-
able performance enhancement is very important and
useful in wireless ad hoc networks. The global ob-
jective of such co-operation is to achieve a reliable
communication-on-the-move in highly dynamic envi-
ronments as well as QoS provisioning.

In this paper, we review the parameters that should
be provided by each layer to other layers in order to
improve the global performance. In some cases, spe-
cific processing should be done by intermediate layers
to present the parameters to other layers in a compre-
hensive and understandable way. Lot of works have
been presented in the open literature that introduce
several coupling ways and solutions between different
communication layers [10, 12, 17, 1, 15, 5]

The remainder of this paper is organized as follow: In
Section 2, we discuss the problems of accommodating
a good service for each layer in the layered approach
going from the physical layer to the application layer.
We also identify the most important parameters in each
layer to be managed in a cross-layer architecture. Then,
we review the most works that have been conducted to
study the cross-layer design in mobile ad hoc networks
in Section 3. In Section 4, we outline our observations
that lead to fix the potential risk of cross-layer design
in MANET. Then, we give our recommendations on
how a cross-layer architecture should be designed in an
efficient and scalable manner in Section 5. We conclude
the paper in Section 6.



2 Limitations of Layered Ap-
proach in MANET

As it is well known, networks are organized as a se-
ries of layers, each one built upon the one below it.
The goal of this architecture is to split the network into
smaller modules with different functionalities and deal
with more manageable design and implementation. The
purpose of each layer is to offer certain services to the
higher layers, shielding these layers from the details of
how the services are implemented. So the advantage
behind the layered protocol architecture is to reduce
complexity by dividing and conquering approach. This
simplicity ensure an easy way to standardize, and to
deploy new flexible protocols (easy upgradeable). How-
ever, wireless networks don’t come with links. The
channel quality changes dynamically. The applications
require a minimum of QoS that could not be achieved
in such very dynamic capacity networks. Hereafter, we
analyze the problems related to each layer and we give
an overview of the characteristics and QoS metrics of
each layer.

2.1 Limitations Related to Physical
Layer’s Characteristics

The wireless channel varies over time and space and has
short-term (or small-scale) memory due to multipath.
The channel variation meets the amount of contention,
time-varying fading, multi-path, variation of the SNR.
Indeed, these variations are caused either due to mo-
tion of the wireless device, or due to changes in the
surrounding physical environment, and lead to detec-
tor errors. This causes bursts of errors to occur during
which packets cannot be successfully transmitted on the
link. Fast channel variations due to fading are such that
states of different channels can asynchronously switch
from good to bad within a few milliseconds and vice-
versa. Furthermore, very strong forward error correc-
tion codes (i.e. very low rates) cannot be used to elim-
inate errors because this technique leads to reduced
spectral efficiency. In addition to small-scale channel
variations, there is also spatio-temporal variations on a
much greater time-scale. Large-scale channel variation
means that the average channel state condition depends
on user locations and interference levels. Thus, due to
small-scale and large-scale changes in the channel, some
users may inherently demand more channel access time
than others based on their location or mobile velocity,
even if their data rate requirement is the same as or even
less than other users. The techniques that may be used
to adapt to rapid SNR changes in wireless links and
mobility include: power control, multiuser detection,
directional antenna, adaptive modulation and software
radio. However, sharing these informations with high

layers, has a big benefits on performance as shown in
[2, 19, 8]. For example, characterizing the application
requirements help to use the adaptive modulation, the
knowledge of channel quality help to avoid useless MAC
retransmission..etc.

2.2 Limitations Related to MAC layer’s
Characteristics

Due to the high difference between transmitted and re-
ceived power levels, traditional random channel access
mechanisms used in wired networks as CSMA/CD are
not applicable in wireless networks. To deal with this
problem, contention based random-access multiple ac-
cess protocols have been commonly used since they are
simple to implement. To further increase the efficiency
of the operation, carrier sense based MAC algorithms
are used, requiring the mobile terminal to first sense
the channel to determine that it is idle and only then
attempt its packet transmission. The latter attempts
can still results in a collision event (when the intended
receiver detects multiple transmissions at such power
levels that it may not be able to correctly receive any
of them). CSMA-based MAC protocols can yield an ef-
ficient operation (under proper loading levels) when the
carrier sensing operation is spatially effective. Unfortu-
nately, stations may be geographically located in a man-
ner that induced blocking, leading to masked terminal
scenarios. In this case, two major problems have been
identified: hidden terminal and exposed terminal con-
ditions. Despite of introducing RTS/CTS handshaking
scheme, leading to the Multiple Access Collision Avoid-
ance (MACA) protocol [18], the MAC layer still suffers
from the problems of interference resolution, exposed
terminal, efficient medium utilization. Indeed, the op-
timal strategies of resource sharing issue among differ-
ent classes of users, still the main challenge also for the
FDMA, TDMA techniques.

2.3 Limitations Related to Routing
Layer’s Characteristics

The functions of the network layer are to provide (IP)
addresses to end hosts, and set up routes between
sources and destinations. Routing protocols for ad hoc
networks require to consider the reasons for link failure
to improve its performance. Link failure stems from
node mobility and lack of network resources. There-
fore, it is essential to capture the aforesaid character-
istics to identify the quality of links. Furthermore, the
routing protocols that support QoS must be adaptive to
cope with the time-varying topology and time-varying
network resources. For instance, it is possible that a
route that was earlier found to meet certain QoS re-
quirements no longer does so due to the dynamic na-
ture of the topology. In such a case, it is important



that the network intelligently adapts the session to its
new and changed conditions. So, the goal of QoS rout-
ing is to optimize the network resource utilization while
satisfying application requirements. Indeed, it is not
enough to find a shortest path but also with available
resources as battery, bandwidth, and buffer. Note that
the factors that can change the topology of an ad-hoc
network are: the mobility of nodes, change of power,
the MAC layer mechanism because different schedule
for the contending nodes, results in different topology,
the flow dynamics that flows come and go; if a node has
nothing to transmit, its links are gone from the topol-
ogy, and finally the mode of nodes: sleeping or active
mode. If a node goes to a sleeping mode, its links are
gone from the topology and hence it can’t participate
to route establishment and communication.

The network layer requires to identify the different
routes parameters and shards it with the other neigh-
bors. This helps to use efficiently the links and establish
paths with an economic manner that takes into account
the changes in the network topology and resources.
However, efficiency and fast convergence rate are two
conflicting objectives. It is hard to achieve the trade
off between communication overhead and computation
effort. The more routing information distributed, the
less computation required at each node. So, there are
three main functions of the network layer: provide (IP)
addresses to end hosts, set up routes between sources
and destinations, pro-actively (routes ready-to-use) or
reactively (routes on-demand). To set up a route, we
need route discovery; to make routes ready to use, we
need route maintenance. Within these functions, there
are several objectives that have to be achieved: the ef-
ficiency that consists in minimizing signal overhead in
route discovery and route maintenance and minimizing
convergence time. Furthermore, providing routes that
support requested QoS is very important. Then, make
sure if the protocol is scalable that’s mean whether the
network is able to provide an acceptable level of ser-
vice to packets even in the presence of a large number
of nodes in the network. Finally, introduce energy effi-
ciency in route establishment.

2.4 Limitations Related to Transport
Layer’s Characteristics

TCP combines error control (ARQ), flow control that
are not over-running the receiver buffer, and congestion
control that is not clogging the network, and not over-
loading the capacity in the routers. Moreover, TCP en-
joys simplicity of control and gains widest acceptance.
However, this simplicity of control is at the cost of ef-
ficiency loss. TCP is not able to distinguish the pres-
ence of congestion in wired networks, mobility, collision
in wireless links, and bit errors due to poor quality of
wireless links. Single bit error could trigger congestion

control mode (TCP getting into slow start phase); even
fast retransmit/fast recovery is not effective in coping
with packet/bit errors. So, TCP needs to handle delay
(RTT) and packet loss statistics that are very different
from those in wired networks.

2.5 Energy conservation

Some scenarios where an ad hoc network could be used
are business associates sharing information during a
meeting, military personnel relaying tactical and other
types of information in a battlefield, and emergency dis-
aster relief personnel coordinating efforts after a natu-
ral disaster such as a hurricane, earthquake or flooding.
In fact, in such scenarios, maximizing the network life-
time is a very important deft since recharging battery
is very difficult (hard) to do in such conditions. Indeed,
the network connectivity is strictly related to the pos-
sibility of routing between each node in the network.
The goal behind is to minimize the energy consump-
tion while maintaining the existing of routes between
nodes.

Moreover, energy conservation is used in power con-
trol mechanism by reducing transmission range in order
to decrease contention amount while allowing topology
control [11, 17]. The energy exhaustion problem leads
to network disconnection and resource unavailability
problems.

2.6 Limitations Related to Application
Layer’s Characteristics

There are some application’s requirements that should
be considered in order to maintain as good as possi-
ble the performance and offer a minimum service de-
livery according to their constraints. Indeed, there are
time-bounded applications that are sensitive to delay
and others require high throughput and/or less packet
loss rate. For example audio traffics should reach des-
tinations at most up to 400 sec. The corresponding
packets are almost short. They could have the highest
priority: minimum waiting time in the queue, and so
short medium access time (e.g. short contention win-
dow size). Moreover, they require short and less con-
gested routes to reach destinations within a short de-
lay. Throughput-constrained applications require less
congested routes and available queue to enqueue pack-
ets. Hence, successful transmission should be assured
and they are less sensitive to delay comparing to above
described class. TCP traffics are very sensitive to both
packet loss and delay. Background traffic should not be
starved and so a minimum service has to be guaranteed.

The key question is how to adapt physical layer pa-
rameters, distribute fairly the access to the medium
and achieve an efficient bandwidth sharing while provid-



ing service differentiation and application requirements
with the less possible complexity?

In the next Section, we describe how these problems
and information, related to each layer, are exchanged
over the different protocols in the layered stack in or-
der to address cross optimization and QoS provision-
ing. Hence, we discuss the most various cross-layer ap-
proaches that have been proposed in the literature.

3 Review and Discussion of

Cross-Layer Proposals

Each layer of a stacked set of modules maintains an in-
dependent set of statistics for error conditions and per-
formance metrics. When a problem occurs, it may man-
ifest itself as aberrant statistic values in multiple layers
in the system. In classical systems, there is no logic that
correlates these aberrant statistic values across different
system layers. This lets thinking about alternative solu-
tion as cross-layer design. The main feature of the pro-
posed studies in the literature is the determination of
what information could be shared and how is it used in
a cross-layer architecture to provide QoS enhancement
and enable an efficient resource utilization? Hereafter,
we describe some examples of cross-layer integration for
ad-hoc networks.

3.1 Physical layer + MAC
e Adaptive modulation and MAC

A cross layer networking system is described in [4]. The
paper proposes a coordination between routing, MAC,
and physical layers. Indeed, the scheme consists of
considering three signal strength attenuation factors,
namely, path loss, shadowing and multi-path fading.
The authors suggest that for channel-adaptive proto-
cols, a good time-varying channel model is needed for
simulation. So, a correlated shadowing channel model
is proposed. At MAC layer, a rate adaptation scheme
is described. The RTS,CTS and ACK packets are sent
at nominal rate. When a node receives the RTS packet,
it estimates the SNR. Then, the transmission rate is
mapped from the estimated SNR, and appended to
the CTS packet. So, the sender transmits data at the
adapted rate. An M-QAM scheme is used in which
the constellation size changed with SNR. At routing
layer, the source node considers the MAC delay of every
RREP packets and chooses the route with min delay.
The RREP packets are unicast packets to the source
node using rate adaptation based on the SNR informa-
tion along the route. However, no rate adaptation is
used in RREQ packets. The routing decision is made
based on three metrics. The first one is the bandwidth
that represents the rate of link between node i and j.

The second one is the interference duration that is the
interval from the when the RTS packet is sent to when
the data packet is received. The third one, is the conges-
tion that is the queuing delay in the buffer of transmit
node.

e Adaptive power control and MAC

There are several works that integrate adaptive modula-
tion, MAC functions, and routing metrics to introduce
cross-layer cooperation. Note that, adaptive modula-
tion needs channel estimation: When channel is good
(high SNR) that means higher order modulation and
so, higher rate. The metric of channel estimation link
gain is used in [2]. The proposed solution is based on
MAC and physical layer cooperation. It estimates the
channel using RTS packet and transmit the information
using the CTS packet. Then, an adaptive power con-
trol mechanism is described according to the obtained
information from MAC layer. The used system model
considers n nodes in ad-hoc network. All nodes share
the same frequency bands: TDMA or TDMA/CDMA,
and one hop transmission (no routing) is considered.
The interference is reduced by scheduling and power
control. In the first step, the MAC layer scheme has to
determine the optimum set of scheduled users. This
decision changes according to the propriety of MAC
layer: The simple TDMA eliminates self interference
half duplex transmissions. This criteria is the same for
TDMA /CDMA. Moreover, a node cannot receive from
more than one neighbor simultaneously. Furthermore,
a receiving node should be spatially separated from any
other transmitter by at least a distance D that leads to
spatial separation. Note that this later criteria doesn’t
mandatory for TDMA/CDMA. So, the D parameter
greatly influences the amount of interference suppres-
sion: If we have low D, more users are selected in the
valid set, but a lot of interference must be managed by
the power control. The drawback is that power control
may not be feasible. If we have high D, there are less
users scheduled and so easier job for the power control.
However, the scheme may be too conservative higher
delays resulted from scheduling because of only these
users can run the power control algorithm. In the sec-
ond step, the power control mechanism optimizes the
power allocation among different users. If we have few
scheduled users, the MAC layer does not re-optimize its
selection based on information from the physical layer
,the loop is not closing. Concluding this work, we men-
tion that the main challenge is to select the optimum
valid subset of users that gives the maximum number of
users in a valid configuration. Indeed, the optimal so-
lution presents an exponential complexity in the num-
ber of users that leads to a combinatorial optimization
problem. The suboptimal solution selects the users se-
quentially and decides if they can be added or not to



the valid subset. This solution could lead to deferring
more transmissions than needed. Moreover, we have the
same problem for the optimum admissible set: If power
control is not convergent how to determine the optimal
subset of users that leads to convergence? This is an
exponential complexity NP hard problem. The subop-
timal solution is to defer transmission for the user hav-
ing the minimum SIR, (or SINR signal to interference +
noise ratio).

3.2 Physical layer + MAC + routing
e Adaptive beamforming + MAC + routing

The above discussed research works were not specifi-
cally consider routing. In general, MAC protocols dif-
fer based on: How RTS/CTS, is transmitted (omni, di-
rectional), transmission range of directional antennas,
channel access schemes, and omni or directional NAVs.
Furthermore, the antenna gains are different for omni-
directional (Go) and directional transmission (Gd): Gd
> Go. Moreover, if an idle node listens omnidirection-
ally, it does not know who is going to transmit to it.
The directional antennas provide a good spatial reuse,
higher gains and better links. However, higher gains
mean also high interference at distanced nodes. There
are three types of links. The first type called Omnidirec-
tional Omnidirectional (OO) which is characterized by
smallest range. The second is Directional Omnidirec-
tional (DO) links usually used in the protocols discussed
up to now because the node listens omnidirectionally.
The third type is Directional Directional (DD) which
has the largest range and so the least number of hops.
However, the problem is that the nodes listen omnidi-
rectionally. In [19], the proposed mechanism describes
a cooperation between adaptive beamforming, MAC,
and routing. The scheme uses the same MAC for direc-
tional antennas, but transmits RTS over multiple hops
(MMAC protocol). If source 1 (see Figure 1) wants to
communicate with node 6. It transmits a forwarding
RTS with the profile of node 6, using DO links. Then,
when node 6 gets the RTS, it beamforms in the direction
of 1, forming a DD link. Moreover, the transmission
from 1 to 9 on DD links requires only 2 hops. The pre-
sented network performance results depend on the sim-
ulated network topology. There are several cases that
were studied: Manhattan networks with aligned routes,
Manhattan networks with random routes, and Random
configuration. For all three cases, the numerical param-
eters chosen are: Antenna beamwidth equal to 45 Om-
nidirectional, transmission range equal to 250 m, Di-
rectional transmission range (DD link) equal to 900 m.
The performance measure only average throughput. It
shows that in general MMAC, better than DMAC, bet-
ter than 802.11. However, when the routes are aligned,
using MAC and directional antennas degrades the per-

formance, compared to the case with omnidirectional
antennas (802.11). For Manhattan networks, more di-
rectional interference occurs, due to the aligned paths.
The gain is more if we can actually exploit the spa-
tial reuse property of the directional antennas. If not,
the performance will be worse because of the increased
directional interference (higher gain for the directional
antennas).

DO links

DD links

Figure 1: example for cross-layer scheme work

e Power control, scheduling, routing

The cross-layer approach introduced in [7], is presented
at four levels: First, the proposed adaptive MAC pro-
tocol is sensitive to contention. Second, influence of
network layer FIFO queuing on better bandwidth uti-
lization. Third, importance of transmission scheduling.
Fourth, routing and power control interactions.

Firstly, the authors study the effects of queue man-
agement, routing protocol, power control, and medium
access mechanism on the capacity of the networks.
Based on a novel frame format based loosely on the
CSMA/CA protocol and TDMA, a contention slot is
splitted into m mini-slot pairs (slotting is done at a
much finer level). These contention intervals finally re-
sult in a (sre,dst) pair agreeing to exchange data during
the data slot portion of the frame. The duration of a
mini-slot pair depends on several parameters, but as de-
scribed in the paper it is equal to 80 micro-seconds. In
the proposed Progressive Back Algorithm (PBOA) Pro-
tocol, nodes contend during every contention period.
Unsuccessful nodes progressively backoff during pro-
gression of contention period. Successful nodes use re-
maining contention interval to discover minimum power
needed to transmit their data. There are two bene-
fits of this approach: the first that energy conservation
is enhanced because of tuning transmission range as
possible. The second benefit is that both interference
and collisions are reduced thanks to the proposed back-
off procedure. The PBOA performance is much better
than CSMA/CA in throughput, power. But, in PBOA
nodes can still waste contention time by transmitting an
RTS to a node who has already sent a CTS to another
originator.

The PBOA’s authors proposed a second algorithm
called Progressive Ramp Algorithm (PRUA). In PRUA,



nodes monitor the channel for favorable conditions and
send an RTS with some probability p at the beginning
of the next RTS minislot. If the transmission succeeds,
the node continues to send RTS packets to notify oth-
ers to backoff, otherwise it backs off and tries again at a
later RTS minislot. No transmitter power control mech-
anism was used. The benefits of this approach is that it
does not obey to FIFO queuing, so that the best reach-
able destination has a high chance to receive its packets.
PRUA employees carrier sense but it is tuned to detect-
ing CTS and hence nodes will avoid extra RTS trans-
missions and unnecessary interference and collisions ex-
perienced by PBOA. The simulation results show that
PRUA has better uniform capacity than PBOA as well
as delay and throughput, but lack of power control costs
more energy.

The performance of these interactions depends on
several constraints. Indeed, The cost of packet con-
trol overhead and packet lost could be more significant
than the performance improvement in an arbitrary mo-
bile node in a particular scenario. The key observation
is that the protocol performance looks worse than some
optimal choices because these two protocols are dis-
tributed and hence require global knowledge to schedule
their transmissions which is hard to achieve in a very
high mobile and distributed networks.

3.3 MAC + Routing + network layer

o MAC utilization+Interface queue-+reactive routing
protocol

In [20], the authors propose a mechanism for detect-
ing network congestion, in order to improve the perfor-
mance of all types of traffic. Indeed, there are two met-
rics which are used to measure the congestion level. The
first one, is the average MAC layer utilization around
each node. Instantaneously, this metric can be equal
to 1 or 0. It is equal to 1 if the MAC layer is utilized
(there is at least one packet in the transmission queue,
during backoff decrease period, inter-frame space, de-
tection of physical carrier). The second metric, is the
instantaneous interface queue length. This metric is
used to avoid nodes that are congested even there is no
contention. The proposed mechanisms aim to influence
routing decisions that will follow other route discovery
scheme either than the short hops count used tradition-
ally. Indeed, it is unsuitable to establish routes over
nodes that are already busy. However, if we avoid busy
nodes in route establishment, there are some routes that
cannot be established even they exist. The congestion
information is also used when the medium utilization is
high, to influence the setting of the Explicit Congestion
Notification (ECN) bits in the IP header of packets at
each node. ECN is used to prevent the loss of packets
along that flow. At transport layer, the MAC layer uti-

lization metrics measured around the node allow TCP
sender to tune its parameters according to these met-
rics since they represent a recent level to the wireless
medium utilization. At higher layer, these metrics can
be used to decide or not data compression. Indeed,
when the medium is busy the sender can decide to com-
press the data. However, the compression should rep-
resent a trade off between bandwidth consumption and
the CPU time used for compression and decompression.

e topology information+Enhanced back-off +Proac-
tive routing

In [21], a detailed discussion of cross-layering design has
been presented in the context of research project called
MobileMAN. This project investigates a local interac-
tion among protocols in a manet node. For example,
MAC layer exploits the topology information collected
by network layer to achieve fair channel scheduling and
fix the problem related to hidden and exposed termi-
nals. An enhanced backoff scheme is introduced. At
transport layer, the different events occurring at lower
layers such as route failure, route changes and conges-
tion, are analyzed in order to minimize the useless data
retransmissions. Moreover, MobileMan considers rout-
ing according to the cross-layering principal. Indeed, a
path per-formability index is computed using conges-
tion, link quality, and other parameters that can in-
fluence system performance. Furthermore, the Mobile-
Man transport protocol exploits information reported
by the routing and Wi-Fi layers in the Network Status
component to avoid useless data retransmission.The au-
thors suppose that a node has a knowledge of the hole
network topology and so a proactive routing protocol
should be used. Hence, it seems that for some scenar-
ios, it is very hard, costly, and not efficient to address
this cross layer architecture regarding the dynamic traf-
fic nature and the high mobile node speed. Any infor-
mation has been provided to how compute the path
per-formability index or other cross layer parameters
considered in this project.

e Probability of successful transmission+route selec-
tion+energy conservation

In [3], tow cross-layer designs based on energy con-
sumption are presented for wireless ad hoc and sen-
sor network. The proposed schemes, namely, Energy-
Constrained Path Selection (ECPS) and Energy-
Efficient Load Assignment (E2LA), employ probabilis-
tic dynamic programming (PDP) techniques and uti-
lize cross-layer interactions between the network and
MAC layers. They aim to enhance the operation of
existing power-based multi-path routing protocols via
cross-layer designs and optimal load assignments. The
Energy-Constrained Path Selection (ECPS) consists of
maximizing the probability of successful transmission



in at most n retry. That is mean that the total n trans-
missions don’t exceed a total amount of energy equal to
~. Furthermore, the authors developed four distinct re-
ward schemes for which E2LA assigns routing loads ac-
cordingly. This objective is achieved by applying PDP
techniques and assigning a unit reward if the favorable
event (in this case, reaching the destination in n, or less
transmissions) occurs, and assigns no reward otherwise.
Hence, it can be shown that maximizing the expected
reward is equivalent to maximizing the probability that
the packet reaches the destination in at most n trans-
missions. In ECPS mechanism, the MAC sublayer pro-
vides the network layer with information pertaining to
successfully receiving a CTS or an ACK frame, or fail-
ure to receive one. ECPS, in turn, chooses the route
that will minimize the probability of error or, equiva-
lently, maximize the expected reward.

The proposed medium access control (MAC)-based
performance studies, revealed that battery capacity
may not be efficient for achieving energy-based fairness
and system longevity for wireless mobile multi-hop ad
hoc and sensor networks. However, energy conservation
may be attained only if valuable MAC (and PHY) input
is passed to the network layer. In addition, illustrative
examples of E2LA were presented, and its diverse prop-
erties were introduced and validated.

e power control + topology information

In [1], a study of cross-layer design based on power
conservation, and congestion informations in ad hoc
network have been presented. The authors describe a
power control based cross layer architecture. Indeed,
they detail the significant impact of power control on all
protocol stack above the physical layer. Furthermore,
they summarize several works that have been done to
address power saving in the protocol stack and show
how the power information could be considered at each
layer. Moreover, the work claims that, exchanging the
topology information between different layers through
their interfaces, is very important to support QoS such
as geometric location, channel, link conditions. A pro-
posed mechanism, that uses the number of neighbors
around the node to adjust transmission power, has been
presented.

3.4 Physical layer + MAC + Applica-
tion

e SNR information +MAC retransmission+ adaptive
FEC

Real-time applications, such as audio and video stream-
ing over wireless links, suffer from bandwidth varia-
tion, packet losses, and heterogeneity of the receivers.

To overcome, bit error problem, many works have ad-
dressed adaptive error-control strategies at the applica-
tion layer. However, in existing WLAN environments,
different protection strategies exist at the various lay-
ers of the protocol stack and, hence, a joint cross-layer
consideration is desirable in order to provide an opti-
mal overall performance for the transmission of video
[14, 9, 11]. In [14], the authors propose to exploit the
mechanisms available at the lower layers of the pro-
tocol stack in order to address an adaptive cross-layer
protection strategies for robust scalable video transmis-
sion. This mechanism uses a multipath channel model
to simulate the wireless indoor channel. This channel
model provides the bit error rate (BER) of the link for
the eight different PHY modes of 802.11a under dif-
ferent channel signal-to-noise ratio (SNR) conditions.
Then, the authors analytically derive the packet loss
ratios and throughput efficiency at various channel con-
ditions, considering a given packet size, a given number
of retransmissions at MAC layer, and an application
layer FEC. These parameters are dynamically adapted
according to an end-to-end distortion model in order to
achieve an efficient transmission of video streams. The
presented algorithm presents a good performance for
video streaming. However, it is only centralized.

In the next section, we discuss the constraints of in-
troducing cross layer architecture and the recommen-
dations to achieve a good and optimized solution.

4 The Implementation Cost of a
Cross-Layer Architecture

The advantages of cross layer design is to exploit the
interactions between layers in order to improve QoS
support and optimize resource utilization. Moreover,
this new architecture promotes adaptability at all lay-
ers based on the exchanged information and tight their
interdependence. However, understanding and exploit-
ing the interactions between different layers is the core
of the cross-layer design concept. For example, the cross
layer models introduced in [20] and in [21], require re-
spectively the congestion information and hole topol-
ogy information to build routes using layer cooperation
mechanisms. Hence, if we consider high variable sce-
nario in term of mobility and traffic load, the collected
metrics will be inaccurate and so become inefficient and
very costly. Indeed, it is hard to characterize the best
and efficient interactions between protocols at different
layers. Moreover, joint optimization across layers may
lead to complex algorithms. Note that complexity con-
sumes more resources for computing and introduce a
new problem of scalability. So, we have to answer the
following question: is cross-layer design suitable for all
types of wireless networks and all types of applications?



If yes, that means that we have to throw away the OSI
reference model and we don’t need to consider a net-
work architecture anymore? This is clearly impractical
and disaster in terms of implementation, debugging, up-
grading and standardization.

The solution is to maintain the layered approach,
while accounting for interactions between various pro-
tocols at different layers.

5 Achieving a good trade-off be-
tween complexity and enhance-
ment in cross-layer architec-
tures

While cross-layer model could enhance the performance
of the applications and achieve better QoS support,
there is a lot of proposed models that have to be com-
pared and optimized. In the most cases, we have to take
into account the benefits of each model that provides
layer cooperation comparing to its complexity. Indeed,
there are some proposals that compute global or local
metrics which are used to make decisions for route es-
tablishment, scheduling, tuning transmission rate, etc.
However, using these metrics in a cross-layer model
could be not efficient because they are have sometimes
inaccurate values which do not reflect the real situation
around a given node. Moreover, since a node moves
with an arbitrary speed and toward an arbitrary des-
tination, the computed metrics (according to the par-
ticipation of the node in communication and the traffic
load level around it) could change during the time. So,
other nodes that consider the metrics of that node to
build routes for example, could have an inaccurate in-
formation since this later change according to mobility,
traffic, and capacity.

We believe that cross-layer a QoS model is a some-
what “danger”. In one hand, the modification that we
have to add in the protocol stack and the complexity
in introducing a new parameters and new algorithms to
provide a "good” layer cooperation are usually introduce
a high complexity risk. In the other hand, this could
be very interesting given that it captures the charac-
teristics of the capacity, the expected behavior of node
load to choose the "best route” between sources and des-
tinations in a way to achieve a global load balancing,
and in other cases have knowledge about neighbor den-
sity and "quality” to adapt transmission rate and to use
scheduling strategies in an efficient manner.

So, if we recapitulate, cross-layer is a promised solu-
tion to address QoS support and service differentiation
in mobile ad hoc networks, but it is affected by mobility
and so the “lifetime” of the availability of the accurate
available informations. We recommend the following re-

quirements to efficiently design a QoS cross-layer model
which leads to the architecture shown in Figure :

1. Choosing the metrics: choosing of a very useful
and efficient metrics such as battery level, available
bandwidth, and mobility rate.

2. Computing the metrics: the way of computing
these metrics regarding one path (energy, lifetime
of nodes, throughput, delay, etc.) have to be de-
cided. The well-known approach is to minimize a
cost function for a given link in the path between a
source and a destination then consider the different
costs computed for all links in the path. Depend-
ing on the nature of the metric, the cumulative
value could be additive, concave and multiplica-
tive. Other techniques could be also used such are
variance and max-min. Computation and complex-
ity costs should always be taken into account.

3. Adapting metrics’ values: an adaptive method
should be used to update the measured metrics:
They could be updated even more when mobility
increases and less in a stable network while taking
into account traffic load variation and application
requirements.

4. Deciding to use or not the metrics: As shown
in Figure 2, considering the information useful for
model selection, the more efficient model has to be
chosen according to the two following parameters:

(a) Regarding to the network behavior: in
some cases, when the traffic load and its char-
acteristics change rapidly (high mobility), it
is very difficult to compute accurate values
of the metrics that can be used to address
QoS. Hence, the complexity of the cross-layer
model becomes too high comparing to the
expected performance enhancement and it is
recommended in this case to use the legacy
layered approach.

Regarding to the user application: each
layer of the protocol stack responding to local
variations and informations from other layers.
We have to evaluate the benefits and the dis-
advantages of the cross layer model for each
specific user application.

As a conclusion, the decision to use a cross-layer model
is very coupled with the nature of the user application
and the evolution of the network behavior. The very
promising cross-layer design model consists in main-
taining the layer isolation in the protocol stack while
enabling a cross-layer interaction according to network
and traffic characteristics.
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6 Conclusion

Many subsystems of appliance operating systems are
implemented as stacked modules. For example, the
TCP/IP subsystem consists of the link layer, the net-
work layer (IP), the transport layer (TCP and UDP)
and the application layer organized as a protocol stack.

In this paper, we discussed the most important fea-
tures based on cross-layer exchanged information, in-
troduced for mobile ad hoc networks. Despite of the
performance improvement that this new design can
achieve, there are some risks into changing the legacy
layered architecture. Indeed, several issues need to be
talcked before these interactions can be successfully ex-
ploited such as implementation, debugging, upgrading
and standardization. We have to specify and explain
whether cross-layer paradigm is suitable for all types of
wireless networks and applications or not. Even if the
answer is yes, it is necessary to maintain the layered
approach, while enabling interactions between various
protocols at different layers.
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