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SecludIT, a private company founded by security experts, has been selected by GigaOM to be one of the
Structure:Europe 2013 LaunchPad finalists. Among the top 10 great start-ups in competition, SecludIT
will present its product specifically designed for securing cloud infrastructures, on the conference main
stage to leading technology executives. Taking place in London, September 18th and 19th, the GigaOM's
Structure:Europe audience and jury will elect a winner to recognize the most promising start-up in cloud
computing, internet infrastructure and data.

“This major event is an ideal opportunity for us to introduce the new version V3 of our flagship product
Elastic Detector”, said Sergio Loureiro, CEO and co-founder of SecludIT.

Elastic Detector is a solution which offers a comprehensive and dynamic view of cloud infrastructures by
using an innovative and fully automated agentless technology, in order to identify vulnerabilities impacting
cloud networks, servers, applications and data availability.

Launched on the Amazon Web Services (AWS) Elastic Compute Cloud (EC2) since 2011, Elastic Detector
now supports more cloud software stacks such as AWS Virtual Private Cloud (VPC), Openstack,

Eucalyptus, VMware vCloud and HP Cloud. The Elastic Vulnerability Assessment (EVA) technology now

includes all checks for vulnerabilities found during our security analysis of Amazon Web Services (AWS),
published in the seminal ACM SAC 2012 paper A Security Analysis of Amazon'’s Elastic Compute Cloud
Service cited by InfoWorld and Forbes. The analysis has found that 98% of the Windows AMIs and 58% of
the Linux ones contained software with critical vulnerabilities.

Even if cloud computing supplies several advantages to companies, security problems are still the main
obstacle to cloud adoption. Participating in the Structure:Europe 2013 will allow us to share our insights
about cloud security and foster cloud adoption.

About SecludIT
Founded by security experts together with EURECOM, a French research institute in telecom and network
security, SecludIT has developed Elastic Security, a suite of products and services specifically designed

to help cloud infrastructure providers and users to safely migrate to the cloud.

Since its creation in 2011, SecludIT has become a recognized industry player, one of the Cloud Security
Alliance founders and co-author of Security Best Practices V2.1.

For more information, please visit our website: http://secludit.com/home.
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