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The SWoT framework Motivating scenario 
SWoT: Semantic Web of Things 
Automatically enrich sensor data with semantics 
o Converter SenML to RDF API 
Reuse the domain knowledge already designed 
o Sensor-based Linked Open Rules (LOR) 
o More than 200 sensor-based ontologies are 

referenced 
Machine-to-Machine (M3) ontology to describe 

sensor and measurements in a uniform way 
o M3 hub to combine cross-domains 
STAC application (Security) to choose security 

mechanisms to secure specific technologies 

Implement ation 

Conclusion & Future works 
SWoT framework to enrich sensor data with semantics and reason on them: 
o Reuse domain knowledge (ontologies, datasets and rules) 
o Security is also taken into account (STAC application) 
Future works: 
o SWoT integrated in constrained devices (e.g., RaspberryPi, mobile phones) 
o Semantic distributed storage and reasoning 

More information about the SWoT framework: 
o http://www.sensormeasurement.appspot.com/ 
Technologies used:  
o Semantic Web:  OWL, RDF, RDFS, SPARQL, 

Jena. 
o User interface: Java, Google Application Engine 

(GAE), HTML5, Javascript, AJAX, RESTful 
(Jersey) 

Sensor-based Linked Open Rules 

To help develop generic sensor-based applications: 
o Combine cross-domain data 
 E.g., weather & transportation & healthcare 

o Reason on sensor data 
o Change the actuator’s state (on/off) 
o Provide recommendations 
 

Limitations of existing ontologies: 
o Most of them are not available online 
o Do not consider the previous ontologies 
o Lack of semantic web best practices 
o Lack of unified terms (etymology, synonyms) 
 Technical difficulties for interlinking ontologies 

Related works 

Presenter
Presentation Notes
How to secure my application?How to create an e-commerce web site?How to secure a Wi-Fi communication?How to secure sensor networks?How to secure cellular networks?How to secure a computer network?I want to be sure that the message has not been modified.I want to be sure that the person who sends the message who claims to beWhich encryption algorithm do I need?A symmetric or an asymmetric algorithm?

http://www.sensormeasurement.appspot.com/
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